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Question: 1 
   
You are about to integrate RSA SecurID users into the Check Point infrastructure. What kind of users are 
to be defined via SmartDashboard? 
Response: 
 
A. A group with generic user 
B. All users 
C. LDAP Account Unit Group 
D. Internal user Group 
 

Answer: A     
 

Question: 2 
   
Which icon indicates that read/write access is enabled? 
Response: 
 
A. Pencil 
B. Padlock 
C. Book 
D. Eyeglasses 
 

Answer: A     
 

Question: 3 
   
According to Check Point Best Practice, when adding a 3rd party gateway to a Check Point security 
solution what object SHOULD be added? A(n): 
Response: 
 
A. Interoperable Device 
B. Network Node 
C. Externally managed gateway 
D. Gateway 
 

Answer: A     
 



Question: 4 
   
What is the most recommended installation method for Check Point appliances? 
Response: 
 
A. USB media created with Check Point ISOMorphic. 
B. DVD media created with Check Point ISOMorphic. 
C. SmartUpdate installation. 
D. Cloud based installation. 
 

Answer: A     
 

Question: 5 
   
Please choose correct command syntax to add an “emailserver1” host with IP address 10.50.23.90 using 
GAiA management CLI? 
Response: 
 
A. host name myHost12 ip-address 10.50.23.90 
B. mgmt add host name ip-address 10.50.23.90 
C. add host name emailserver1 ip-address 10.50.23.90 
D. mgmt add host name emailserver1 ip-address 10.50.23.90 
 

Answer: D     
 

Question: 6 
   
How is communication between different Check Point components secured in R80? 
As with all questions, select the best answer. 
Response: 
 
A. By using IPSEC 
B. By using SIC 
C. By using ICA 
D. By using 3DES 
 

Answer: B     
 

Question: 7 
   



Using R80 Smart Console, what does a “pencil icon” in a rule mean? 
Response: 
 
A. This rule is managed by check point’s SOC 
B. Someone else has changed this rule 
C. I have changed this rule 
D. This rule can’t be changed as it’s an implied rule 
 

Answer: C     
 

Question: 8 
   
Due to high CPU workload on the Security Gateway, the security administrator decided to purchase a 
new multicore CPU to replace the existing single core CPU. After installation, is the administrator 
required to perform any additional tasks? 
Response: 
 
A. Go to clash-Run cpstop | Run cpstart 
B. Go to clash-Run cpconfig | Configure CoreXL to make use of the additional Cores | Exit cpconfig | 
Reboot Security Gateway 
C. Administrator does not need to perform any task. Check Point will make use of the newly installed 
CPU and Cores 
D. Go to clash-Run cpconfig | Configure CoreXL to make use of the additional Cores | Exit cpconfig | 
Reboot Security Gateway | Install Security Policy 
 

Answer: B     
 

Question: 9 
   
Which policy type is used to enforce bandwidth and traffic control rules? 
Response: 
 
A. Threat Emulation 
B. Access Control 
C. QoS 
D. Threat Prevention 
 

Answer: C     
 

Question: 10 
   



An administrator wishes to enable Identity Awareness on the Check Point firewalls. However, they allow 
users to use company issued or personal laptops. Since the administrator cannot manage the personal 
laptops, which of the following methods would BEST suit this company?  
Response: 
 
A. AD Query 
B. Browser-Based Authentication 
C. Identity Agents 
D. Terminal Servers Agent 
 

Answer: B     
 


