
Question: 1 
   
What should a system administrator use to disable an application for a group of users? 
 
A. Sharing Rules 
B. Web tabs 
C. Page layouts 
D. Profiles 
E. Roles 
 

Answer: D     
 

Question: 2 
   
To prevent a user from logging into the Salesforce org outside normal business hours, the System 
Administrator would do this in: 
 
A. The user record 
B. The user's profile record 
C. Network settings 
D. The role hierarchy 
E. None of the above 
 

Answer: B     
 

Question: 3 
   
If a user tries to login outside the IP range specified in their profile, the result will be. 
 
A. They will be logged in as normal 
B. They will have to reset their password 
C. They will be prompted to activate their computer 
D. They will be denied access 
E. None of the above 
 

Answer: D     
 

Question: 4 
   
When a user logs in the first time to Salesforce, the following takes place (check all that apply) 



 
A. A cookie is placed in the their browser 
B. Pop ups are automatically disabled 
C. Their IP address is added to a trusted list 
D. They are prompted to answer a security question 
 

Answer: A, C     
 

Question: 5 
   
The system administrator needs to prevent telesales teams from logging into Salesforce outside of 
the office. 
How will he/she do this? 
 
A. There is not way to do this 
B. Setup | Security Controls | Network Access and specify the team's range of IP addresses 
C. Add the range of IP addresses to the team's profile(s) 
D. Contact salesforce.com as this feature must be enabled 
 

Answer: C     
 

Question: 6 
   
Permission sets can replace the need for profiles. 
 
A. True 
B. False 
 

Answer: B     
 

Question: 7 
   
Only 1 permission set can be assigned to a user. 
 
A. True 
B. False 
 

Answer: B     
 

Question: 8 



   
Used to set the default levels of access for users to records they do not own. 
 
A. Organization Wide Defaults 
B. Roles Hierarchy 
C. Profiles 
D. Sharing Rules 
E. Manual Sharing 
 

Answer: A     
 

Question: 9 
   
If a user has public read-only access to records [that he/she does not own], the following are true. 
 
A. The user can view the record but not edit it 
B. The user can view and delete the record, but not edit it 
C. The user can change the owner of the record 
D. The user can search for the record 
E. The user can report on the record 
 

Answer: A, D, E     
 

Question: 10 
   
If there are any users in the organization that shouldn't have view access to Account records, the 
OWD for Accounts should be set to 
 
A. Public Read Only 
B. Public Read/Write/Transfer 
C. Private 
D. None of the above 
 

Answer: C     
 


